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1. Overall Description:
CT3 have observed some inconsistencies between SA3 and SA6 specifications when implementing the user consent management for EDGEAPP. Therefore, CT3 would like to share the below observations and ask for clarifications on them:
Observation 1:
SA3 TS 33.558 clause 5.1.3 indicates that EES acts as the consent enforcing entity when trusted by the 3GPP 5GC network:
[bookmark: _Toc92816530][bookmark: _Toc51168423][bookmark: _Toc45275165][bookmark: _Toc45274578][bookmark: _Toc45028913][bookmark: _Toc35533532][bookmark: _Toc35528771][bookmark: _Toc26876004][bookmark: _Toc19634936][bookmark: _Toc97307708]5.1.3	User Consent Requirements
User consent for edge computing shall comply with TS 33.501 [3] (Annex V). 
If EES, trusted by the 3GPP Core Network, is utilizing 5GC services without NEF, the EES acts as the consent enforcing entity. Otherwise, if the EES is utilizing 5GC services via NEF, the NEF acts as the consent enforcing entity. 
User consent architecture in the present document is only applicable when EES or NEF and data provider are operated by the same entity.
While in SA6 TS 23.558, clause 8.6.5.2, in the description of the procedure for obtaining the UE identifier, only the case of the EES interacting with the 3GPP 5GC network via the NEF is considered.
Question 1 to SA6: For the Eees_UEIdentfier API, whether a trusted EES can directly utilize the relevant 3GPP 5GC services or can only utilize the relevant 3GPP 5GC services via the NEF?

Observation 2:
TS 23.558, clause 7.2.6, includes the below informative NOTE considers that user’s consent is only needed for the case of the MSISDN:
NOTE:	To protect privacy of the user, MSISDN can be used as GPSI only after obtaining user's consent.
While in TS 23.502, clause 6 4.15.10, in the description of the procedure for AF specific UE ID retrieval, the AF specific UE Identifier is represented by an External Identifier.
Question 2 to SA3, SA6: Whether the External Identifier used as GPSI needs user’s consent or not?

Observation 3:
SA3 has not specified sending user consent information from EAS to EES in a token.
While SA6 TS 23.558 clause 8.6.2.2 includes access token as received by EAS based on user’s consent:
3.	UE Identifier between EAS and the EES is authorized for the UE location API (e.g. appropriate access token is received by EAS based on user's consent).
[bookmark: _Toc37791041][bookmark: _Toc42004011][bookmark: _Toc50584353][bookmark: _Toc50584697][bookmark: _Toc57673602][bookmark: _Toc98854275]TS 23.558 clause 8.6.2.3.2 UE location request and clause 8.6.2.3.4 UE location subscribe request also includes an access token also provides the end user’s consent for reporting UE’s location to a given EAS in the table descriptions:
	UE ID (NOTE)
	O
	Identifies the UE for which location will be reported (i.e GPSI, or an access token which not only identifies the UE, but also provides the end user's consent for reporting UE's location to a given EAS)

	NOTE:	Either UE ID or UE Group ID shall be provided.


[bookmark: _Hlk104202531]Question 3 to SA3, SA6: Whether the token is needed or not for the user’s consent mechanism required in SA3 specification?
2. Actions:
To SA3, SA6 group.
ACTION: 	CT3 kindly asks SA3 and SA6 to answer the above questions and update the stage 2 specifications if necessary.
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